
Apie poziciją:

Vietovė
Vilnius, Lietuva

Atlyginimas (Į
rankas)
€600 - 3500/Mėn.

Trukmė
Pastovus Darbas

Pratęsimas
(projektui)
Ne

Nuotoliniu būdu
(galimybė)
Ne

Galioja iki
2020-02-27 (Už 16
valandų)

Cyber Security Engineer
UAB Bankera
bankera.lt/

Vilnius, Lietuva

Aprašymas:

We’re on the hunt for a passionate Cyber Security
Engineer who would be responsible for the
implementation and support of security tools at
Bankera. We have a team of collaborative and skilled
cyber security professionals who respectfully and
courageously seek to challenge the status quo, and you
could be a members of this ever-growing team!

Responsibilities:

- Implement and maintain network security tools like
SIEM, IDS/IPS, WAF, etc.

- Design and implement SIEM content (e.g. searches,
alerts, reports and dashboards) based on defined use
cases

- Correlate logs from different sources and fine tune it to
decrease false positive ratio

- Explain and document alert use-cases for all relevant
components (alarms, watchlists, reporting, and
correlating data from multiple dissimilar log sources)

 - Maintain current knowledge on industry issues/trends
and competitive SIEM products

- Identify potential cyber security weaknesses and ways
to eliminate them

- Ensure accurate security tools are running properly

- Monitor cyber attacks, intrusions and unusual,
unauthorized or illegal activity

https://bankera.lt/


- Stay up-to-date with cyber security practices

- Cooperate with various teams across Bankera in
relation to cyber security issues

- Give advice and guidance to staff on cyber security
matters

Requirements

- 3+ years prior relevant experience or higher education
degree in mathematics, computer science, or other
engineering discipline

- Experience in working with SIEM (Splunk,
Elasticsearch, McAfee, Qradar)

- Deep understanding of cyber security threats and
enterprise defenses

- Knowledge of malware detection, analysis,
exploitation, containment, and eradication techniques

- Knowledge of security for Linux/Windows servers

- Deep understanding of network and web related
protocols (e.g., TCP/IP, UDP, IPSEC, HTTP, HTTPS,
routing protocols)

- Knowledge of Endpoint security, Firewall, IDS/IPS,
SIEM, etc.

- Demonstrated ability to work well independently with
little input, and as a part of a team

- Strong problem solving and analytical skills

- Proficiency in English (spoken and written)

- Relevant security certifications would be considered as
an advantage

Company offers

- An opportunity to work and learn from talented
professionals

- High level of job autonomy and continuous
development

- Support and relevant training provided by the
company

- Competitive salary



- Flexible hours

- Modern offices and solid IT infrastructure

- Employee referral program

- Great team buildings events 

Confidentiality guaranteed. Only selected candidates
will be informed.

Check out more about us on our careers page:
careers.bankera.com/

Reikalinga Patirtis

ADMIN & NETWORK
Firewalls 2-3 metai
Network Security 2-3 metai
REALIZACIJA
Risk Management 2-3 metai
IT Security 2-3 metai
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