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Information Risk Analyst
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Vilnius, Lietuva

Projektas nebegalioja

Aprašymas:

The ITBRC team is part of Group Information Security
department with colleagues located in Denmark,
Lithuania and India. As Information Risk Analyst, you
will be assigned to very interesting tasks that primarily
includes support the IT Security and Risk Assessment
process. Your work will be exciting and challenging
because you will be able to touch on various
technologies, work with variety of different stakeholders
and support improvements all over the bank.

They are a part of an organization, which delivers world-
class digital financial solutions to customers. We have
an understanding that the current change is
Technology-driven, and we prioritize IT as a key
component for success in our journey to drive digital
disruption in the bank. Our teams work with complex
tech challenges and develop Danske Bank’s global
competitive edge on innovative digital solutions. Teams
are driven by job content, share ownership of strategic
services, own service strategy and lead improvement.
One more important feature – senior leadership is
present on site.

Responsibilities:

Danske Bank is looking for Information Risk Analysts,
who will work as part of the ITBRC team to mature IT
Security and Risk Assessment service provided by the
team, work very closely with Group IT teams to achieve

https://hitcontract.lt


shared goals in terms of IT security. You will contribute
to the team by providing the improvements to the
existing services and the way how are things being
done at the moment, so that further maturity and
efficiency would be achieved. As part of your role, you
will actively participate in discussions and provide your
inputs to narrow down and agree on process scope,
improvements and required artefacts (e.g. in scope/out
of scope technologies or domains, controls, sufficient
evidence requirements etc. 

Requirements:

A degree in IT engineering or equivalent.
Preferred 5+ years of experience with Information
Security, IT Risk Management.
Good knowledge of IT Risk and IT Control
Management processes.
Professional qualifications: CISA, CISM, CISSP, ITIL
(advantageous, but not required).
Experience with various operating systems,
applications, network management technologies,
database management systems and information
security in general.
Basic understanding of IT technology and
operations, which can be used in a risk, security
and quality context.
Experience in using Service Now toolset.
Good understanding of IT security principles.
Understanding of NIST and ISO standards.
Ability to evaluate business processes and IT
technology, identify IT risks, evaluate controls
and propose improvements.
Ability to liaise with individuals across a wide
variety of operational, functional and technical
disciplines and successful communication with
people at all levels of the organization.

Company offers:

An inspiring environment in a large IT
organization
A perfect opportunity to join a growing IT team
and face the challenge and the opportunity to
influence and shape the team in Vilnius Work in
an international team, which concentrates on
innovative business facing solutions
An extensive training program to ensure that your
skills are maintained and updated on an ongoing
basis
Highly skilled team and career opportunities
Cross business career opportunities in bank 



Reikalinga Patirtis

REALIZACIJA
Risk Analysis 5-6 metai
IT Security 4-5 metai
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